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Preface

If I'm going to use Genius Vision NVR to verify my camera, what basic
knowledge should | have for this software

Please refer to following link for a short version of Genius Vision NVR manual for ONVIF self-verification.
e Setup Genius Vision NVR for ONVIF Testing

ONVIF Testing Procedures

How to Generate Instant ONVIF Testing Report

Step. 1
Properly add an ONVIF camera to the NVR software. (For more software instruction, please refer to
Documentation portal)
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http://geniusvision.net/documentation.html

# ' Camera Setup

R Camera Setup
|_:_|u Video Setup

u Preview
@ Scheduled Recording
- PTZ Setup

...\ External PTZ moc
B Video Analytics Setup
(D 10 module
-/ Access Control

Genius Vision ONVIF Instructions
-

Camera Setup | Clone Settings
Camera Driver Information

Channel name OV_002

Flease input a name that is unigue throughout the domain.

Driver @ IP Cam (1 Webcam{DirectShow)

() RTSP video source () Remote channel

ONVIF Series

SPDOT0-M2-US5-MES
Description

Domain name

Enter camera IP address 192 . 168 . . 30 Port 30 Channel 1

Enter login information dmin | Password #sss

Basic Recording || Unconditional recording
Others || Disabled
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Genius Vision ONVIF Instructions

Step. 2
Enter Video Setup=>Advanced tab, adjust Test.Report to proper value.

¥ Camera Setup Channel DYMA

|_:_| u Video Setup

B Previen Configuration Sets

@ Scheduled Recording

- PTZ Setup
i... @ External PTZ moc Description Default Based On

.. Video Analytics Setup

{1} 10 module

/B Access Control Event.Template [ | — off = | VP.ONVIF.Event, Template

Record | Video | Adjustment | RTSP | RTSP Advanced | stream 2| Advanced |

UsePTZ [ | — free * | VP.ONVIF.UsePTZ

Test.Report on VP.DNV'IF.Test.Report

off

levelz
level3
level4
eventl

Step. 3
Use mouse right-click of context menu on video player and select “ONVIF test report”, like following
screenshot:

OV_002 (SPD970-N2-US-MES)
S Livé‘S LN
OoV_002

ZoomIn
Aspect >
Actual Size
# v Show timestamp

v Show play state
Live video feed
Manual Recording
Reset Channel

Viewing earliest recorded data

Stop
Detach

Export Footage
Render audio
Use timebar

Video Setup

Camera Setup

Scheduled Recording Setup
Web Setup

ONVIF test report
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Genius Vision ONVIF Instructions
Step. 4
An instance of browser will pop-up. Enter NVR password to see the comprehensive technical report:

(SN @ http//1270014 O ~

b

BeX|

(2 DYNA - ONVIF Report

ONVIF Testing Report of Channel DYNA

Time of report: 13/08/02 15:42:55
IP address: 192.168.0.250
Test report level: on

m

1. Request <ver10/device>GetCapabilities

URL: http://192.168.0.250:80/onvif/device_service
Time: 13/08/02 15:42:55
SOAP Action: http://www.onvif.org/ver10/device/wsdl/GetCapabhilities

<?xml version="1.0" encoding="UTF-8"?><soap:Envelope xmlns:tt="http://www.onvif.org/verl0/schema"”
xmlns:soap="http://www.w3.0rg/2003/05/s0ap-envelope"
xmlns:tds="http://www.onvif.org/verll/device/wsdl"”
xmlns:wsa="http://www.w3.0rg/2005/08/addressing"
xmlns:wsd="http://schemas.xml=soap.org/ws/2005/04/discovery" xmlns:wsse="http://docs.oasis-
open.org/wss/2004/01/0asiz-200401-wes-wesecurity-secext-1.0.x3d" xmlns:wsu="http://docs.oasis-

I open.org/wss/2004/01/0asis-200401-wes-wesecurity-ucilicy-1.0. xad"

¥mlns:cre="nttp: //www.onvif.org/verlo/media/wadl™
¥xmlnzg:wadp="http://3chemas.xmlsoap.org/ws/2006/02 /devprof"

xmlns: timg="http://www.onvif.org/verl0d/inaging/wsdl" s

| »

m

Response Connection Code: 0 (Connection completed successfully)
HTTP Code: 200

<?xml version="1.0" encoding="UTF-E8"7?><5SCAP-ENV.Envelope xmlns:S50AP-

ENV="http:// www.w3.0rg/2003/05/s0ap-envelope” xmlns:S50RF-ENC="http://www.w3.0rg,/2003/05/s0ap-
encoding” xmlns:xsi="http://www.w3.org/2001/¥ML5chema-instance”
xmlns:xsd="http://www.w3.0rg/2001/¥MLSchema™ xmlns:cl4n="hntcp://www.w3.0rg/2001/10/xml-exc—cldn"
¥xmlns:wasu="http://docs.casiz-open.org/wes/2004/01/0casis-200401-wes-wezecuricy-utilicy-1. 0. xad"
xmlng:ds="http://wWww.Ww3.0rg/2000/09/xmld=igd" xmins:wsse="http://docs.oasis-
open.org/wss/2004/01/0as3is-200401-wes-wesecurity-secext-1.0.xsd"
xmlns:wsaS="http://www.w3.0rg/2005/08/addressing" xmlns:xmime5="http:// www.w3.0rg/2005/05/xmlmime"
¥mlns:wsrf-bf="http://docs.oasis-open.org/wsrf/bf-2" zmlns:wstop="http://docs.ocasis-open.org/wsn/t—
1" xmlns:tt="http://www.onvif.org/verld/schema" xmlns:wsrf-r="http://docs.casis-open.org/wsrf/r-2" -~

Lo | »

2. Request <verl0/media>GetVideoSources

URL: http://192.168.0.250/onvif/device_service
Time: 13/08/02 15:42:55
SOAP Action: http://www.onvif.org/verl0/media/wsdl/GetVideoSources

<?xml version="1.0" encoding="UTF-8"?><soap:Envelope xmlns:tt="http://www.onvif.org/verl0/schema"” -
xmlns:soap="http://www.w3.0rg/2003/05/s0ap-envelope"
xmlns:tds="http://www.onvif.org/verll/device/wsdl"”
xmlns:wsa="http://www.w3.0rg/2005/08/addressing"
xmlns:wsd="http://schemas.xml=soap.org/ws/2005/04/discovery" xmlns:wsse="http://docs.oasis-
open.org/wss/2004/01/0a3i3-200401-wss-wssecurity-secext-1.0.x3d" xmlns:wsu="http://docs.oasis—

m

NOTE: If browser window does not pop-up, you can retrieve the report from NVR server at following path:
e C:\SystemBriefcase\Report
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Genius Vision ONVIF Instructions

How to view event report
Find "view report” in ONVIF report and click it to view Event report.

il P - [ -
= '@|e http://127.0.0.1:8086/ report/onvif-report-OV ( O = B ¢ X |I @ 0V_002 - ONVIF Rep... % ‘ ¢ 0OV_002 - ONVIF R.epurt| T 5.7 tos
> Find: | viewrepnrﬂ | Previous MNext |[Z] Options ~ | 1 match

<SORLP-ENV:Envelope xmlns:SOLRP-ENV="http:,//www.w3.org/2003/05/208p-envelope™ xmlns:SOLP-
ENC="http://www.w3.0rg/2003/05/s0ap-encoding” xmlns:xsi="http://www.w3.o0rg/2001/¥MLSchema—
instance” xmlns:xsd="nttp://wWww.w3.o0rg,/2001/XHMLSchema” xmlns:xmime="http://tempuri.org/xmime.xsd"
xmlns:cnsl="http:// /www.onvif.org/verlo/topics™ xmlns:wsrf-bf2="http://docs.casis-open.org/wsrE/bf-
2" xmlns:wstop="http://docs.casis-open.org/wsn/c-1"

xmlns: xop="http: S/ www.w3.0rg/2004/08/xop/include” xmlns:tt="http://www.onvif.org/verlo/schema"
xmlns:wsrf-r="http://docs.ocasis-open.org/wsrf/r-1" xmlns:wsrf-bf="http://docs.oasis-
open.org/wsrf/bf-1" xmlns:wsa="http://schemas.xmlscap.org/ws/2004/08/addres=ing”
mlns:ds="http://www.w3.0rg/2000/09/xmldsig$" xmlns:wsab="http:/ /www.w3.org/2005/08/addressing"

m

CreatePullPointSubscription succeeded
Subscription reference endpoint: http://192.168.1.30:80/onvif/subscribe_service?subsid=0

m;

Generating subreport: Event

10. Request <ver10/device>GetDigitallnputs
URL: http://192.168.1.30:80/onvif/device_service -

4| I | »

Supported topics are listed in each response.

- — = -~
o L - - o -
( il ':,_ _,:'| e http://127.0.0.1:8086/ report/onvif-report-OV [ 2 ~ B ¢ X | g OV_002 - OMVIF Report ‘ e OV_002 - ONVIF Rep... * I- g

x Find:|».riewrepo|-t | Previous MNext |[z] Options = |

<?xml version="1.0" encoding="UIF-5"2>

<SCAP-ENV:Envelope xmlns:SORAP-ENV="http://www.w3.o0rg/2003/05/s0ap-envelope” xmlns:SOLP-
ENC="http://www.w3.0rg/2003/05/s0ap-encoding” xmlns:tnsl="http:,//www.onvif.org/verl0/topics"
xmlns:ct="http://www.onvif.org/verld/schema" xmlns:tcev="http://www.onvif.org/verlld/events/wadl"
xmlns:wsnc="http://docs.casis-open.org/wsn/b-2" =zmlns:wsas="http://www.w3.org/2005/08/addressing™
xmlns:wsaw="http:// www.w3.0rg/2006/05/addressing/ wadl"
xmlns:tnsavg="http://www.avigilon.com/onvif/verl0/copics"><50AP-ENV: Header>»<wsat:To SOAP-
ENV:mustUnderstand="true">http://192.168.1.30:80/onvif/subscribe_service?
subsid=0</w=at:To><wsaS:Action S0AP-
ENV:mustUnderstand="true">http://www.onvif.org/verld/events/wasdl/PullPointSubscription/PullMessages

o]

Lo, |

-

Number of messages pulled: 5

Bare topic extracted: VideoAnalytics/MotionDetection
Bare topic extracted: VideoSource/MotionAlarm

Bare topic extracted: Device/Trigger/Digitalinput

Bare topic extracted: Device/Trigger/Relay

Bare topic extracted: Device/Trigger/Digitallnput

11. Request <ver10/events>PullMessagesRequest

1Rl - httn-//192 168 1 IN-B0/anvif/suhserihe servica?sihsid=N
i mn | ¥

How to verify ONVIF motion detection
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Step. 1

Genius Vision ONVIF Instructions

Connect and configure ONVIF camera property to enable motion detection function. The process to

enable motion detection is outside the scope of ONVIF verification and is vendor-dependent.
r‘,.a\h A = 28 a8 » 2 e i b ]
s <= lk\_)i@ http://192.168.1.30/webpages/index.html P-oXx |l & Network Camera X L_J ® {0 5S¢ 503
o)
Enable ON -] - F
Area |
Sensitivity Medium B ‘E
o
. {3
Pyl S 0220,
N
< S - —— ] — | » i
Step. 2

Enter VideoSetup=>Advanced=>Event.Template, select a proper val

ue for Event.Template (as

explained here). The proper choice and definition of each Event.Template can be found here. ONVIF
only defines the event architecture. Details of the event content might vary from vendor to vendor. That is
why we offer the Event.Template option to accommodate minute differences among vendors.

Channel C4_004

¥ Camera Setup
=
B Preview

. Eﬁl Schedued Recording

- Defgutt ]
Configuration Sets

- Tz senp
i ¥ External FTZ moc
i W Video Analybics Setur
. G} 10 module
Event.Template  ETOL

t proper Event Template. Refer o
Etruction for more info.

-

5

=

off

ullMessageTimeout

PT305

L -

slect OMVIF PTZ mode.

o | Choose to enable ONYIF verification
report

* | PulMessage tmeout

Step. 3
Enable time-bar to see motion event by right click on the timeline area.
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https://docs.google.com/document/d/1My2iCodIi1vikzrHi3OkgaB6PoFGPcm4pbruQdRm_HE/pub#h.ivme2bd1q3jd
https://docs.google.com/spreadsheet/pub?key=0AnmAMRiHiy2fdDNnNmVJanNveWJUcVNmM2RhQ0dPaHc&gid=1

Zoomin

Zoom out

Scale to 1 minute
Scale to 10 minutes

Scale to 1 hour

Scale to 1 day

Scale to 1 week

Mode j Standard

o e Storage Level

Add bookmark | [V Activiy ]

Event

il 1 ¥ i} i}

- | Count
vlennine ifres) 127 TMRI4 RGR - FRGfrarard tntal:N/78  hitrate:N/R A?7Mhne  Rerarded:2N12-07-24 12:42: 21 N12-NR-22 174

There are various modes in timeline to display different information. It can be set by right click on the
timeline.

Note: For live video, the timebar might not update in time. You can try to use mouse to pan the timebar
left or right to force refresh the timebar information display.

Type GUI Example Description
The height of the orange blockisthe
T . counts of activities in a fixed timespan,
Activity i ) Bt which depends onthe scale of the
timeline.

Orange: activity
- Green: recording

Event J_ Furple: unexpected system off

Gray: normal system off

If the recording can be triggered by motion and the event timebar shows orange slices of activities, then
we can say that the camera supports motion detection. You must put the system to run for a fair amount
of time and check to see if the motion detection still works even after long hours of running to verify the
reliability of the function. And static scene should also be tested. Constant alarm even when there's no
moving object is not acceptable as functioning motion detection.

See also
e User's manual - Using playback timeline

Self-verification demonstration (Check #E1.1 for ETO1 motion-detection)
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https://docs.google.com/document/d/1cOlmrzZ3ducWzDZgPGyJpXHPhTSsiU4q_P9atw3ZmRM/pub#id.ytu4g2soowei

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:

1. Properly configure Event.Template

2. Implement no motion state to motion triggered state. (OFF=>0N)

3. Implement motion triggered state to no motion state. (ON=>0FF). Some implementation bugs

does not allow motion to stop, this step will verify this.
4. Repeat step 2 and 3 for several times to confirm short-term reliability

See also
e How to implement MotionAlarm event (ET01)

Self-verification demonstration (Check #E1.2 for ETO1 motion-detection with IE interface)

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:

1. Configure motion detection in camera IE interface

2. Show motion indicator in camera IE interface

3. Trigger motion with moving object

4. Remove moving object and wait until motion indicator shows inactive

5. Repeat step 2 and 4 for several times to confirm short-term reliability

See also
e How to implement MotionAlarm event (ET01)

How to verify dual stream

Genius Vision NVR ONVIF dual stream utilizes the concept ONVIF media profiles. Users are allow to
choose any selected media profile as secondary stream (as well as primary stream).

Step. 1
Open Video Setup window of a camera:
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https://docs.google.com/document/d/1My2iCodIi1vikzrHi3OkgaB6PoFGPcm4pbruQdRm_HE/pub#h.zbjnaz520wok

Video Setup

Teview

@ Scheduled Recording
=@ PTZ Setup

W Extemal PTZ moc

& Video Analytics Setup
(@ 10 modude

{L\ Access Control

Channel CH_002

- Defpudt ... |
Configuration Sets

[ Add | [pelete]

Description Default

Genius Vision ONVIF Instructions

Driver ONVIF

Based On

Record | video | Adjustment | R7sP | RTSP Advand

d| Stream 2 | advhnced]

MediaProfile v Profie2
Encoding

Resolution

ONVIF media profile

act compression codec

fect video resolution

Quality

GovlLength

Select video quality

Select frame rate limit

Select bitrate Imit (in Klobits)

Group of Video frames length.
Determines typicaly the interval in
which the I-Frames wil be coded. An
entry of 1 ndicates I-Frames are
continuously generated. An entry of
2 mdvcotcs that every bd muqc

-t ol -

o ]|

-

| ey ||

Cancel

If dual stream is supported, there're at least 2 profiles to be selected. Select 2 different profiles for stream
1 (in Video page) and stream 2.

Step. 2
Select layout 2x2.

T

Step. 3

g TT:

R 1 s g

T

Drag the same camera to two windows, and use player right-click menu to select different substream.

1.01Mbps
Time: 20

lo Channel Attached

Step. 4

ZoomIn
Aspect
Actual Size

v Show timestamp

B v Show play state

Live video feed
hanual Recording

Reset Channel

Viewing earliest recorded data
Stop

Detach

Stop

CH_002

Auto
Main

¥ | Secondary
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Enable Full OSD from the main toolbar to see video statistics information.

- . & - .
| » % [simple toobar | [Full 0sD ~ || standa

Mo OSD
Step. 5

As the example below shows, the two window display different video statistics information, according to
the stream selected.

e Window on the left shows: 1920x1080 30fps H264

e Window on the right shows: 720x480 29fps H264.
This proves the camera support dual stream.

> *** EVALUATION VERSION ***NVR - 127.0.01 ; a e 5 EEERT)
@ [N !]ﬁl _.§I 10 > X [Slmple toolbar vHFulI 0sD VHStandard vH(Pamern Sets) V]

Live |Playback Synd’lay“

[ Config System ] [ Config Console ] o ohy ¢ |icH_002 (DH801+e-A3)
[ Config Storage: ] [ Find Cameras ] LiveS { liveS
i New Channel ] [ New Objects ‘
= g All channels
x ACTI

3% CH_001(NCm-301-V[192.168.1.120])
-G CH_002(DH801+e-A3)
b CH_008(Micronet SP5319(192. 168.0. 1
] g All connections
-3 Lab Internal

ol
o
|

i |
4.22Mbps(1920x1080), 30ifps, 300fps, H264 SR 1.04Mbps(720x480), 29ifps,{290fps, H264

Time: 2013-09-05 16:24:43.003 ! f / Time: 2013-09-05 16:24:43.041

< I ), No Channel Attached No Channel Attached

System Briefcase Viewer
o6 [wa [srs [au NO CHANNEL (P1.3) NO CHANNEL (P1.4)
Description Time
A\ Channel 'CH_002' changed by 'ad... 2013- Stopped Stopped
A\ Channel 'CH_002 changed by 'ad... 2013
@ Storage is online 2013
@Stcrage is busy... 2013
@ system was initiated. 2013
@ System was terminated., 2013
@ Storage is online 2013
@Stcrage is busy... 2013
@ system was initiated. 2013
@ System was terminated. 2013 _
A . o
< | 1 »

**DEMO**  ServerTime:2013-09-05 16:24:43 CPU:21% Memory(engine/free):75.5MB/1.3GB  FPS(record/total):0/30 bitrate:0/4.97Mbps  Recorded:2013-06-28 12:13:02~2013-09-05 16:22:54 HDD(free/total):5.9GB/796.7GB  Cydi
= —

You must put the system to run for a fair amount of time and check to see if the dual streaming still works
even after long hours of running to verify the reliability of the function.

How to setup & verify ONVIF DIO (Digital Input/Relay Output)

Enabling DIO

To use DIO of ONVIF cameras, in Advanced tab of Camera Setup dialog, select appropriate
Event.Template (as explained here). There're different implementations of ONVIF spec so users may
have to try different settings. Usually ETO1 will work. (The definition of ETO1 can be looked up here).
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¥ Camera Setup

|_=_|u Video Setup

... AR Preview
) Scheduled Recording
=9 FTZ Setup

W External FTZ moc
W Video Analytics Seturp
(1) 10 module
/1 Access Contral

Genius Vision ONVIF Instructions

Channel CH_009

- oefalt ... .|
Configuration Sets Default

Driver XT3

Description Default Based On

Remrdlwden |Adjush‘nent|P.T5P |F‘.T5P Aduancedlst'eamz Advanced

Select proper Event Template, Refer
[Tl v‘ to instruction for more info,
o

Select OMVIF FTZ mode,

ETHO1
[un <1 Choose to enable ONVIF verification
repart

Event.Template ETO1

UsePTZ [ | —

Test.Report [ | —

Compatibility Options
|PT305

ullMessageTimeout [ | — v]PLJIII'~'1|essag||E timeout

(84

)|

If Event.Template is set correctly, after applying, DIO will be listed in Tree View. Channels with DIO
have a plus mark, which can be clicked to expand the list of DIO. Relay (digital output) can be operated
with right-click menu. For more information about DI/DO operation on NVR software, please refer to

User's Manual - 10 Ports.

@ OV_D02(SPDI70-NZ-US-MES)
..... igh OV_001(192.168.0.2) E ) input1
C-GW OV_002(SPD970-N2-USMES) | i input2
..... inputl input3
..... ?nputl input4 =
..... !nput3 inputs
..... inputd = inputs
----- inputs mﬂ
..... : Pulse
inputs 0 ¥ RC_002 5
..... outputl I3 I g All connections Switch On
..... o F'.C_DD.E 123 (new folder) Switch Off
- [ All connections | m Renarme
- (new folder) [ Remove from tree
< | ] k : :
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Genius Vision ONVIF Instructions

Unlike some ONVIF testing utilities, we don't use just software protocol to verify ONVIF functions. Digital
input must be actually wired to verify its function. Wiring scheme should be provided by camera
manufacturers. Switch it ON/OFF few times to make sure both active/inactive state is updated in NVR
correctly. Remember to test all ports and check if they are mapped correctly.

Some cameras require users to enable digital inputs/outputs with IE first. (interface varies from camera to

camera)

F

pamgparas 1 N T Ry I Lo |
[ —')' /' & hitp://1921681.30/v O ~ Gx” | Network Camera u {ur ¢ g2

Alarm 1O
Alarm Input 1

m

m

Preset ID (1~128) 1 L
Patrol ID (1~4) 1 | 4
Type Preset EI

Alarm Input 2 8
T —
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Generating Test Report
Please refer to How to Generate Instant ONVIF Testing Report

Self-verification demonstration (Check #E2.1 for ETO1 digital inputs)

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:

1. Properly configure Event.Template

2. Change physical digital input to OFF and demonstrate GUI reflection (icon should turn grey)

3. Change physical digital input to ON and demonstrate GUI reflection (icon should turn [f3e)

4. Repeat step 2 and 3 for 2~3 times to confirm short-term reliability
See also

e How to implement Digital Input (ET01)

Self-verification demonstration (Check #E2.2 for ETO1 digital inputs with IE interface)

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:
1. Show digital inputs state indicator in camera's |IE (browser) interface.
2. Change the state of the indicator to ON. (must be the indicator itself, not state in configuration)
3. Change the state of the indicator to OFF. (must be the indicator itself, not state in configuration)
4. Repeat step 2 and 3 for all inputs if there're more than one.
See also
e How to implement Digital Input (ET01)

Self-verification demonstration (Check #E3.1 for ETO1 relay outputs control)

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:
1. Properly configure Event.Template
2. Switch ON a relay output and see if GUI has reflected the change. Also measure the physical
response to see if relay is actually turned ON (icon should turn E[{=2511).
3. Switch OFF a relay output and see if GUI has reflected the change. Also measure the physical
response to see if relay is actually turned OFF (icon should turn grey).
4. Repeat step 2 and 3 for 2~3 times to confirm short-term reliability
See also
e How to implement Relay Output (ETO1)

Self-verification demonstration (Check #E3.2 for ETO1 relay outputs event)

When asked, the applicant should provide self-verification demonstration (screenshots, screen
recordings, etc) to show that Genius Vision NVR (instead of other tools) is used to verify the applicant's
camera by the applicant himself manually & visually with following steps:
1. Properly configure Event.Template
2. Switch ON a relay by other means (not in the software). See if GUI has reflected the change (icon
should turn green).
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Genius Vision ONVIF Instructions
3. Switch OFF a relay by other means (not in the software). See if GUI has reflected the change
OFF (icon should turn grey).
4. Repeat step 2 and 3 for 2~3 times to confirm short-term reliability
See also
e How to implement Relay Output (ET01)

How to operate ONVIF PTZ?

To activate ONVIF PTZ functionality, please perform following setup on your camera.

¥ Camera Setup Channel CH_004 Driver OMNVIF

|_:_|u Video Setup
Configuration Sets
=9 PTZ Setup

. External PTZ mac Description Default Based On
& Video Analytics Setup
(1) 10 module

| Record I Video | Adjustment | RTSP | RTSP Advanced | Stream ] | Advanced

Select proper Event Template, Refer to
Event.Template '] instruction for mare info,

UsePTZ

Test.Report

ullMessageTimeout

Quick Manual for Genius Vision NVR

Setup Genius Vision NVR for ONVIF Testing

Download and install

Download NVR at http://geniusvision.net/onvif.html

Page 14 of 25
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Latest Software (v874)

Please note latest software might not be fully

tested

Run downloaded file and follow the dialog to install NVR. No need to change any default value for the
options.

ﬁ_%' Setup - Genius Visicn Inc. All-In-Cne IP Videc Surveillance Software ... | = | |ﬁj

Welcome to the Genius Vision Inc.
All-In-One IP Video Surveillance
Software (NVR/CMS) Setup
Wizard

This will install Genius Vision MVR 874 on your computer.

It is recommended that you dose all other applications before
continuing. I

Click Mext to continue, or Cancel to exit Setup,

Mext = || Cancel

During installation, you need internet connection to activate NVR software.
Software Activation I,i:h,l

'0' Software license checked successfully.

After installation, a triangle appears in taskbar. Green triangle indicates that NVR engine is running. If not,

right click to activate it. In the same menu, click Local console to invoke user interface.
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Genius Vision ONVIF Instructions

Ml e P o

Local console

Auto-start console

Activate
Deactivate
Restart
AutoStart

License manager...

Exit

Lt D~

If tray icon is not seen, click small white triangle on taskbar to show it.
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Setup storage

You should see this if everything goes well.

[ NVR- 127.0.0.1 = | G S
User name
Password
Auto login.
o
Input default username/password admin/1234 to login...
(&> nvR - 127001 . . . » = | O b
BHoa !Iﬁl sE| B EIEI | \:) ) A i » st timebar v | [Simple OSD ~|

| Standard - | | (Pattern Sets) - |

Live Mode

LIVE || '«

> 44 =

| Config System | |

| Config Ftarage | | Find Cameras |
|

Config Console |

@ Recording is disabled
This is due to ne video storage is configured.
Click here to configure,

Mo Channel Attached

WO CHANNEL (F12}
o

Mo Channel Attached

WO CHANNEL (F13}
Ziopped

Mo Channel Attached

WO CHANNEL (FL4)}
Stopeed

ServerTime: 2014-07-28 18:14:10  CPU:25%  Memory{engine free):47.0MB/2. 3GB

FPS(record/total):0/0  bitrate:0/0 Recorded:??~?7 HDD(

Click Config Storage and enable a drive for recording.
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Genius Vision ONVIF Instructions

— ] b
4 System Configuration "L RN W T e
T e ol Gt (T —
..... Directori
I g System Configura i ories Dr\gurec
----- 0 fecrarg ey £ o
..... @ system Info. E:E\frec‘:I|I
" ) Delete sNgured
----- [&] Hotkey List H:\gvrec) '
----- E Caleulator = Ii\gvrech i
| | g NVR. Connections Directory C:lgvrec), Based On [De]"a.l.lt v] |
=& All Channels
...# Local Channe Storage | Advanced
----- W Find Cameras
i i Enabled [H no |m vi Enables recording and playback on this directory
----- u Trigger Policy —
o
. Maps MaxSize_GB 18682 _I Defines maximum used size in GB
Pattern Page 1
g U “ SafefreeSize_GB [H 5 5 Defines minimum safe free space in GB.
----- sers
----- é User Groups - FileSize MB 1907 1907 Defines the size of a single file in MB.
4 (3
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Setup channel

Genius Vision ONVIF Instructions

If the camera supports WS-Discovery, click Find Cameras to find connected ONVIF cameras. Double

click on found items to add them to NVR.

n System Configuration _ L

."."'-

BB Local Console Configu =

: g System ConﬁguraH
B Rrecording Storags 1
{ system Info. Channel Name Added izl
Hotkey List YES 192,168.0.200
‘B calculator CH_001 YES 192.168.1.30
CH_002 YES 192.168.1.2

g NWR. Connections -

Found Devices

Driver Description MAC o
OMNVIF LILIM IPG 1022E-000ffc24d6 36 UU:UF:FC:24:DG:5|_|
OMVIF SPDO70-M2US-MES 18:4E:94:00:77:3
OMVIF Metwork Camera (192, 168.1.2)  AS:1B:18:2D:E2:¢ =

| [ Addselected | [ add Al

J |

[ Rename

4 L I

{11

J [

If WS-Discovery is not supported (or it's not found for unknown reasons), click New Channel and fill

necessary parameters:

W Camera Setup

. = -

5|

Camera Setup | Clone Settings

CH Camera Setup

El M video setup

Camera Driver Information

. L. BB Preview
----- @ Scheduled Recording
- PTZ Setup

. .. External PTZ moc

----- (D IO module

Channel name

Driver (@ IP Cam

------ /1 Access Control

Please input a name that is unique throughout the domain.

() RTSP video source

() Webcam({DirectShow)

() Remote channel

Series
Description
Domain name
Enter camera IPaddress 0 . 0 . 0 . 0O Port S0 Channel 1
Enter login information Password
Basic Recording [ | Unconditional recording
Others [ | Disabled
[ Apply ] [ QK ] [ Cancel
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Genius Vision ONVIF Instructions

Drag the channel to any player to view live video. If video streams correctly, proceed to ONVIF Testing
Procedures. Otherwise, camera connectivity need to be verified first.

=
(> NVR - 127.001

b= B S |

A = .

B oo WS

Live  |playback | SyncPlay

Live Mode

|

[Standard v] [(Patt:em Sets) «w ]

LIVE ||

[ Config System ] [ Config Console

Al ] » % [smple toobar v |[smpleos |

]

[ Config Storage ] [ Find Cameras

Il i 001 (sPo970-N2-USMES)

- Q All connections

g =3 CH_001(SPDS70-N2-US-MES)

@ CH_002(Network Camera (192.168.1.
D8l OV_001(LILIN IPG1022E-000ffc24d63€

[ New Channel ] [ New Objects ] Live S
=k g All channels

» Time: 2014-07-28 17:02:91.287

ServerTime:2014-07-28 17:02:01 CPU:23% Memory(engine/free):87.9MB/2.6GB  FPS(record/total):0/50 bitrate:0/8.66Mbps Recorded:201:

= A

Testing camera connectivity

Press WIN+R on keyboard, input cmd and click OK.

)

=) Run
=== Typethe name of a program, folder, document, or Internet
resource, and Windows will open it for you.
Open: | [ -

[ ok

) |

Cancel l ’ Browse...
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This should bring up the command prompt window.

W Administrator: CA\Windows'
2

Microsoft Windows [Uersion 6.1.76881
Copyright <{c» 2009 Microsoft Corporation. All rights reserved.

C:“\Windows“systemn32>

Input "ping <IP address of the camera>" and hit Enter. A working camera should reply to the ping.

— |
BEX Administrator CA\Windows\System32\cmd.exe =S :

Microsoft Windows [Uersion 6.1.766881] -
Copyright <c>» 28@? Microsoft Corporation. All rights reserv

C:~Mindows“systemd2»ping 192.168.1.38

Pinging 192.168.1.30 with 32 bytes of data:

Reply from 192_.168.1_.38: bhytes=32 time{ims TTL=h4 I
Reply from 192.168.1.38: hytes=32 time<lms TTL=b4

Reply from 192.168.1.38: bytes=32 time{ims TTL=64 I
BReply from 192.168.1.38: bytes=32 time<ims TTL=64

BFing statistics for 192.168.1.38:
Packets: Sent = 4, Received = 4. Lost = 8 (Bx loss).
I’Ipprnximate round trip times in milli-seconds:
Hinimum = Bms,. Maximum = Bms, Average = Bms

C:sMindousssystemd2>

If camera does not respond, connectivity issue need to be resolved before proceeding to ONVIF testing.
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BN Administrator: C\Windows\System32icmd.exe |£‘E‘i:_hj

Reply from 172.168.1.38: bhytes=32 time<ims TTL=64

Ping statistics for 192.168.1_38:
Packets: Sent = 4. Received = 4. Lost
Approximate round trip times in milli-—second
Minimum = Bms,. Maximum = Bms, Average

C:Windowsssystemd2»ping 192.168.2.38

Pinging 192.168_2_.38 with 32 bytes of data:

timed
timed
timed
timed

out.
out .
out .
out.

Ping statistics for 192.168.2_38:

Packets: Sent = 4, Received = B, Lost = 4 {188x loss).

C:sMWindowsssystem3d2>

Also please use IE to connect to the camera to verify its functionality. A camera without IE interface is
very difficult to be tested with NVR. Because IE interface eliminates compability issue and can be used to
check if the camera works alone.

im\@'_&h‘

j S hitp://192.168.1.30/webp £-ox || @ network camera

Current Compression Mode
English B )
Current Profile Profile 1 [~]
Edit Profile Profile 1 [+]
Syst Setti E
YAEILACTINg > Resolution 1920x1080 E]
Event Settings
) Codec H264 [-]
Fanjit Control 4 Frame Rate (1~30) 30
SD Card Information GOP Length (1~254) ==
Rate Control CBR [-] i
CBR (100~12000) 8000
Q 1 a VBR Bit Rate Max (100~12000) 8000
VBR Bit Rate Min (100~12000) 4000
« » QoS (DSCP) Codepoint (0~63) 34
‘ H264 Profile Hp [-]
P/T Speed ¢ » 20 Resolution 640x360 E]
Go To Preset |1 [+] Codec 1254 [=] 3
SetPreset |1 [7]
< [0 »

Independent ONVIF Verification Policies
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Why should applicants provide self-verification demonstration? When and
how?

Why provide self-verification demonstration?

Genius Vision Independent ONVIF Verification service, albeit free, is a resource consuming task,
because we willingly devote our expertise and time to do the verification manually & visually, just in
order to help IP video industry developing toward global standardization.

However, it may come to some scenarios that repeated and similar problems occur during verification
process and the IP camera manufacturer does not know how to solve it, thus employ a trial-and-error
strategy to submit verification requests over and over again without visible improvement. This will
consequently lead to improper exhaustion of Genius Vision R&D resources.

As a policy update, after July 2014, Genius Vision will mandate the submission of self-verification
demonstration from the applicants if the camera has already been tested once and failed in some parts.
This means the applicants are required to at least learn how to use Genius Vision NVR to do certain level
of verification by themselves and be able to submit the evidence of such self-verification to Genius Vision,
in order to apply for continuation of remaining verification process.

When should applicants due to provide self-verification demonstration?

When asked to submit self-verification demonstration, the applicants are required to respond within 2
weeks, either with the required self-verification demonstration, or an explanation of why such
demonstration couldn't be completed in a timely manner. The explanation, if any, will be reviewed by
Genius Vision to decide further actions.

Failed to respond within 2 weeks will be treated as mischievous withdraw from the verification service
and might be banned from future free verification service. (paid verification is still possible).

How to provide self-verification demonstration?

The applicants can provide one or more following items as the self-verification demonstration.
1. Screen recording (most preferred) of user operation and result, should be uploaded to YouTube
2. Screenshots, series of user operation and result pictures or photos
3. Assertion, a mere claim that the required self-verification demonstration is done.

Example of an "assertion":

To Genius Vision:
I have completed the DI/DO testing and got correct GUI result.

Please be advised that if only assertions are provided and which can be disproved, it could lead to ban
from future free verification service. (paid verification is still possible).

Notes
1. It's recommended that the applicants should provide as more evidence as possible to increase
credibility to continue remaining verification process.
2. Please focus the demonstration on the user operation and GUI feedback, rather than XML
communcation technicals, because from user's perspective, ONVIF is simply a stuff that makes
software and camera works together, and nothing more.
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